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Internet, Cybersecurity, Blockchain, IoT, Ethereum, DApps, Smart contracts
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The new technology of Blockchain will be introduced. It has been developed over internet with cybersecurity. In order to keep
high secure communications, this technology has been designed. A blockchain is a growing list of records, called blocks, which
are linked using cryptography. Each block contains a cryptographic hash of the previous block, a timestamp, and transaction
data. With a blockchain, many people can write entries into a record of information, and a community of users can control how
the record of information is amended and updated. All entries are not the product of a single publisher. No one person controls
the information.

This techniques are widely spread recently and useful for electronic commerce. Thought this lecture, a student can study new
technology in the field of ICT and know current real applications.
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This course aims at students' understanding of several network architectures of wide area network, local area network, personal
area network with cybersecurity. It is expected for the students to obtain basic knowledge for creating novel applications,
systems, and services over new cybersecurity systems.
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Lecture 1: Introduction to IoT and Blockchain technologies
Lecture 2: Fundamentals of Blockchains

Lecture 3: Introduction to cryptography & crypto currencies
Lecture 4: Introduction to Ethereum

Lecture 5: Blockchain protocols

Lecture 6: Anonymity, traceability and privacy

Lecture 7: Smart contracts, DAO and programming tools
Lecture 8: IoT and Blockchain applications

wn YEMSEE(TE - SO NS LA

It is required for students to make enough preparation and review before and after each lecture. For each lecture, 90 min
preparation and 90 min review are required.
Lecture materials are available on the e-Leaning of Hokkaido University.
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Students whose attendance rate is less than 70% cannot get any evaluation. Evaluation is based on the term report (90%) and
the lecture participation (10%). By the term report, students' deep understanding of a specific technology and presentation skills

are evaluated. The evaluation is based on 5 grades. The ratio of S is not greater than 15% of registered students. The ratio of S
and A is not greater 50% of registered students.
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References will be introduced in the lecture.
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This course will be provided as part of the Hokkaido Summer Institute.

For more information (invited lecturers, course details, etc.), please visit the website below:
https://hokkaidosummerinstitute.oia.hokudai.ac.jp/courses/CourseDetail=G110
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https://csw.ist.hokudai.ac.jp/

mm .
nn 'ﬂﬁ%
Related Course (HSI)

Mandatory Course (Course required to be taken together with this course): Software Defined Networks
Recommended Course (Course highly recommended to be taken together with this course): Cyber Security
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Internet, Cybersecurity, Blockchain, IoT, Ethereum, DApps, Smart contracts
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mm Course Objectives

The new technology of Blockchain will be introduced. It has been developed over internet with cybersecurity. In order to keep
high secure communications, this technology has been designed. A blockchain is a growing list of records, called blocks, which
are linked using cryptography. Each block contains a cryptographic hash of the previous block, a timestamp, and transaction
data. With a blockchain, many people can write entries into a record of information, and a community of users can control how
the record of information is amended and updated. All entries are not the product of a single publisher. No one person controls
the information.

This techniques are widely spread recently and useful for electronic commerce. Thought this lecture, a student can study new
technology in the field of ICT and know current real applications.

| B |
mu Course Goals

This course aims at students' understanding of several network architectures of wide area network, local area network, personal
area network with cybersecurity. It is expected for the students to obtain basic knowledge for creating novel applications,
systems, and services over new cybersecurity systems.
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Lecture 1: Introduction to IoT and Blockchain technologies
Lecture 2: Fundamentals of Blockchains

Lecture 3: Introduction to cryptography & crypto currencies
Lecture 4: Introduction to Ethereum

Lecture 5: Blockchain protocols

Lecture 6: Anonymity, traceability and privacy

Lecture 7: Smart contracts, DAO and programming tools
Lecture 8: IoT and Blockchain applications
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It is required for students to make enough preparation and review before and after each lecture. For each lecture, 90 min
preparation and 90 min review are required.
Lecture materials are available on the e-Leaning of Hokkaido University.
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mm Grading System

Students whose attendance rate is less than 70% cannot get any evaluation. Evaluation is based on the term report (90%) and
the lecture participation (10%). By the term report, students' deep understanding of a specific technology and presentation skills
are evaluated. The evaluation is based on 5 grades. The ratio of S is not greater than 15% of registered students. The ratio of S
and A is not greater 50% of registered students.

. . . I .
m = Practical experience and utilization for classes

-
mm Condition of tasking the subject

EE
mu Textbooks

References will be introduced in the lecture.
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This course will be provided as part of the Hokkaido Summer Institute.

For more information (invited lecturers, course details, etc.), please visit the website below:
https://hokkaidosummerinstitute.oia.hokudai.ac.jp/courses/CourseDetail=G110
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https://csw.ist.hokudai.ac.jp/

: : Additional Information

Related Course (HSI)
Mandatory Course (Course required to be taken together with this course): Software Defined Networks
Recommended Course (Course highly recommended to be taken together with this course): Cyber Security
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